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Freedom of Information Response
Our reference:  FOI 25-3398
Responded to:  28 October 2025


Your recent request for information is replicated below, together with our response.
I am writing under the Freedom of Information Act 2000 to request the following information regarding communications offences investigated by Police Scotland.
1. The number of people charged with communications offences - such as those under the Malicious Communications Act, Communications Act, or Online Safety Act - between 2018 and 2024 (inclusive).
If this time frame exceeds the appropriate cost limit, please instead provide the data for 2019 - 2025.
2. Please provide the data broken down by year and by Act under which the charges were made.
To assist your search, I am happy for you to use the offence category ‘Malicious Communications’, which includes the following offence titles:
· Attempted - Disclose or threats to disclose private sexual photographs/film with intent to cause distress
· Attempted - Disclose private sexual photographs and films with intent to cause distress
· Attempted - Send false communication with intent to cause harm
· Attempted - Sending letters etc. with intent to cause distress or anxiety
· Disclose or threats to disclose private sexual photographs/film with intent to cause distress
· Disclose private sexual photographs and films with intent to cause distress
· Send communication threatening death or serious harm
· Send false communication with intent to cause harm
· Send indecent or grossly offensive communication to cause distress or anxiety
For clarity, I am seeking only those offences that resulted in a charge.
I must first of all advise you that the Malicious Communications Act does not extend to Scotland, as such the information sought is not held by Police Scotland and section 17 of the Act therefore applies.
Crimes in Scotland are recorded in accordance with the Scottish Government Justice Department (SGJD) offence classifications, many of which cover more than one piece of legislation.
For example, the offence set out at Section 127 of the Communications (Scotland) Act 2003 can be covered by the following offence classification codes:
· 'Communications Act 2003 (sexual)'
· 'General post office/ telecommunications offences' (which covers non-sexual content)
Whilst the first classification is specific to Section 127 offences, the second includes a number of other offences set out in different legislation including the Mobile Telephones Act 2002, the Post Office Act 1953, the Postal Services Act 2000 and the Telecommunications Act 1984.
In relation to all communications related offences, the information sought is held by Police Scotland, but I am refusing to provide it in terms of section 16(1) of the Act on the basis that the section 25(1) exemption applies:
“Information which the applicant can reasonably obtain other than by requesting it […] is exempt information”.
The information sought is publicly available on our website:
Recorded & Detected crime statistics –
How we are performing - Police Scotland and Crime data - Police Scotland.
Detected crimes are those where an accused has been identified and there exists a sufficiency of evidence under Scots Law to justify consideration of criminal proceedings.

3. Please provide a further breakdown of the above data by the suspect’s ethnicity, again for each year and Act.
In terms of providing a breakdown by ethnicity of the suspect/ accused, unfortunately, I estimate that it would cost well in excess of the current FOI cost threshold of £600 to process your request.  I am therefore refusing to provide the information sought in terms of section 12(1) of the Act - Excessive Cost of Compliance.
To explain, there is no facility available to automatically retrieve this information within Police Scotland’s crime recording system. Furthermore, even if this was possible, the field is not a mandatory recording field and as such it would not give an accurate response. To answer this request, all crime reports would need to be individually reviewed for relevance.

If you require any further assistance, please contact us quoting the reference above.
You can request a review of this response within the next 40 working days by email or by letter (Information Management - FOI, Police Scotland, Clyde Gateway, 2 French Street, Dalmarnock, G40 4EH).  Requests must include the reason for your dissatisfaction.
If you remain dissatisfied following our review response, you can appeal to the Office of the Scottish Information Commissioner (OSIC) within 6 months - online, by email or by letter (OSIC, Kinburn Castle, Doubledykes Road, St Andrews, KY16 9DS).
Following an OSIC appeal, you can appeal to the Court of Session on a point of law only. 
This response will be added to our Disclosure Log in seven days' time.
Every effort has been taken to ensure our response is as accessible as possible. 
If you require this response to be provided in an alternative format, please let us know.
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