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Freedom of Information Response
Our reference:  FOI 25-3395
Responded to:  6th November 2025


Your recent request for information is replicated below, together with our response.
I am submitting a request under the Freedom of Information (Scotland) Act 2002 (FOISA) for information held by Police Scotland regarding security breaches and associated incidents connected to the following addresses:
· Abbeylands Dental Clinic, Stranraer
· 21 Lewis Street, Stranraer DG9
· 37 Lewis Street, Stranraer DG9
I would like to request summary or aggregated information (not personal data) from 1 January 2017 to the present, relating to. I personally reported a number of breaches to the police so information I reported is relevant here:
1. Any recorded security breaches, break-ins, thefts, or unauthorised access incidents involving these addresses.
2. Any recorded incidents involving prescription fraud, forgery, tampering, or misuse of prescription pads or materials in the Stranraer or Clydebank areas.
3. Any reports involving harassment, stalking, malicious conduct, or fear or alarm linked to these addresses or individuals connected with them.
4. Confirmation of whether case reference CR/XXXXXXX/XX is linked to, or includes, any of the above incidents.
I am not requesting personal or identifying information — only summary or statistical data, such as:
· The number of relevant incidents recorded each year;
· The general category of each incident (e.g. theft, unauthorised access, fraud, malicious communications); and
· Whether each incident was reported, investigated, or closed.
Having considered your request in terms of the Act, I am refusing to confirm or deny whether the information sought exists or is held by Police Scotland in terms of section 18.
Section 18 applies where the following two conditions are met:
· It would be contrary to the public interest to reveal whether the information is held.
Whilst we accept that you may have a particular personal interest in this information, the overwhelming public interest lies in maintaining public confidence in respect of business and individuals and protecting the integrity of any police investigations.
· If the information was held, it would be exempt from disclosure in terms of at least one exemption set out in the Act.  In this instance, the following exemptions apply:
· Section 38(1)(b)
The information sought is held by Police Scotland, but I am refusing to provide it in terms of section 16(1) of the Act on the basis that the exemption set out at section 38(1)(b) of the Act applies - personal data.
Personal data is defined in Article 4 of the General Data Protection Regulation (GDPR) as:
‘Information relating to an identified or identifiable natural person (“data subject”); an identifiable natural person is one who can be identified, directly or indirectly, in particular by reference to an identifier such as a name, an identification number, location data, an online identifier or to one or more factors specific to the physical, physiological, genetic, mental, economic, cultural or social identity of that natural person’.
Section 38(2A) of the Act provides that personal data is exempt from disclosure where disclosure would contravene any of the data protection principles set out at Article 5(1) of the GDPR which states that:
‘Personal data shall be processed lawfully, fairly and in a transparent manner in relation to the data subject’.
Article 6 of the GDPR goes on to state that processing shall be lawful only if certain conditions are met. The only potentially applicable condition is Article 6(1)(f) which states:
‘Processing is necessary for the purposes of the legitimate interests pursued by the controller or by a third party, except where such interests are overridden by the interests or fundamental rights and freedoms of the data subject which require protection of personal data, in particular where the data subject is a child’.
Whilst I accept that you may have a legitimate interest with regards the disclosure of this information, I do not agree that disclosure could be considered necessary in the circumstances.
Notwithstanding, I am further of the view that your interests are overridden by the interests or fundamental rights and freedoms of the data subjects.
On that basis, it is considered that disclosure of the information sought would be unlawful.
· Section 33(1)(b)
Information is exempt if its disclosure would, or would be likely to, prejudice the commercial interests of any person, including the public authority holding it. 
Disclosure of this data would allow comparisons to be made that could cause reputational damage or loss of customer confidence to those businesses. Data could be misleading when taken out of context, leading to unwarranted negative publicity and potential loss of trade. 
We recognise that there is a public interest in openness and transparency however this must be balanced against the public interest in ensuring that businesses are not unfairly harmed by the release of commercially sensitive information.

Furthermore, any information held for the purpose of a police investigation is exempt from disclosure in terms of section 34(1) of the Act and section 35(1)(a)&(b) would also apply insofar as disclosure of any such information would be prejudicial to the law enforcement role of Police Scotland more generally.
To be of assistance, I can advise that if wish to receive copies of the reports that you personally submitted to Police Scotland you can submit a Subject Access Request (SAR) to be considered in terms of the Data Protection Act 2018/ GDPR.

If you require any further assistance, please contact us quoting the reference above.
You can request a review of this response within the next 40 working days by email or by letter (Information Management - FOI, Police Scotland, Clyde Gateway, 2 French Street, Dalmarnock, G40 4EH).  Requests must include the reason for your dissatisfaction.
If you remain dissatisfied following our review response, you can appeal to the Office of the Scottish Information Commissioner (OSIC) within 6 months - online, by email or by letter (OSIC, Kinburn Castle, Doubledykes Road, St Andrews, KY16 9DS).
Following an OSIC appeal, you can appeal to the Court of Session on a point of law only. 
This response will be added to our Disclosure Log in seven days' time.
Every effort has been taken to ensure our response is as accessible as possible. 
If you require this response to be provided in an alternative format, please let us know.
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