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1.
Aim of the Code of Practice

This document provides operational guidance for officers on the appropriate use and management of Body Worn Video (BWV) and supporting Digital Evidence Management (DEM) software. It should be read in conjunction with the Police Scotland Standard Operating Procedure (SOP) on the use of BWV for Armed Policing (AP).

2.
Why Use Body Worn Video

The Police have a responsibility to maintain law and order; protect the public and their property, and prevent, detect and investigate crime. In order to carry out these responsibilities they will gather and record information. Police officers have traditionally used their note books to record key information, when dealing with a member of the public or capturing initial information at an incident. 

The wearing of BWV will be mandatory for all AP officers, unless subject to very specific exceptions. BWV can support an officer’s written record of events, and provide a visual and audio perspective from the viewpoint of the officer. 

The use of BWV must be proportionate and necessary to the situation. BWV use must be related to a law enforcement purpose. This is defined in Section 31 of the Data Protection Act 2018 as ‘the prevention, investigation, detection or prosecution of criminal offences or the execution of criminal penalties, including the safeguarding against and the prevention of threats to public security’.

Furthermore when using BWV consideration must be given to Human Rights Legislation, in particular:

· Article 6 of the European Convention on Human Rights (ECHR) – Everyone has the right to a fair trial. In criminal law cases and cases to determine civil rights it protects the right to a public hearing before an independent and impartial tribunal within reasonable time, the presumption of innocence, right to silence and other minimum rights for those charged in a criminal case (adequate time and facilities to prepare their defence, access to legal representation, right to examine witnesses against them or have them examined, right to the free assistance of an interpreter).

· Article 8 of the ECHR - Everyone has the right to respect for his private and family life, his home and his correspondence. There shall be no interference by a public authority with the exercise of this right except such as is in accordance with the law and is necessary in a democratic society in the interests of national security, public safety or the economic well-being of the country, for the prevention of disorder or crime, for the protection of health or morals, or for the protection of the rights and freedoms of others.

· Article 10 of the ECHR - Everyone has the right to freedom of expression. This right shall include freedom to hold opinions and to receive and impart information and ideas without interference by public authority and regardless of frontiers. The exercise of these freedoms, since it carries with it duties and responsibilities, may be subject to such formalities, conditions, restrictions or penalties as are prescribed by law and are necessary in a democratic society, in the interests of national security, territorial integrity or public safety, for the prevention of disorder or crime, for the protection of health or morals, for the protection of the reputation or rights of others, for preventing the disclosure of information received in confidence, or for maintaining the authority and impartiality of the judiciary.

It is important that all sections of society have confidence in the delivery of policing services. 18,000 people responded to surveys on Police Scotland's use of BWV. Of those who took part, 82% said that its use would increase their trust in Police Scotland and 81% said it would increase their confidence in policing. Treating people with fairness, integrity and respect is central to establishing the trust and confidence of our communities. Police Scotland is committed to ensuring that everyone has the confidence to report crime and are reassured by the response provided. BWV has a role to play in achieving these objectives. 

BWV cameras are an overt recording device and must not to be used for covert recording. It is recognised that officers may be presented with an operational situation where there is a justifiable need to deactivate audible alerts/lights on the camera. The possible situations are not exhaustive and user discretion is required for each scenario. 

For AP, examples would be situations requiring rapid or quiet entry whereby lights or sounds could alert the occupants or others prior to entry, resulting in a loss of evidence, suspect escape or harm to officers. An alternative scenario would be vulnerable individuals with health issues where camera lights or sounds could put them or others at risk of harm. Even when the lights and/or sound are deactivated the cameras are being used overtly and not for surveillance purposes, and as such are not subject to the provisions set out by the Regulation of Investigatory Powers (Scotland) Act 2000.

Digital Evidence Management (DEM) software is required to securely manage footage from the BWV camera. Upon return to a Police Station and being docked at a computer terminal all footage from the BWV camera, recorded by an authorised user, is uploaded into the DEM system within the Police Scotland network. User access will be strictly controlled and determined according to Role Based Access Controls (RBAC). The system is fully audited detailing access and what functions have been carried out. 

The data is stored on an “on-premises” storage basis via a secure browser based system, which can only be accessed by a Police Scotland authorised user via Police Scotland devices.

The DEM software provides accountability, transparency and preserves the integrity of the evidence as the original data file is never altered. It can be used to store data and also manage users and BWV cameras. It provides authorised users with the ability to playback, redact, make clips, and securely share evidence with partner agencies.

Once BWV footage is uploaded into the DEM software, the user must decide whether it will be required for evidential or other law enforcement purposes.

Any footage identified as non-evidential is retained no longer than 31 days and will thereafter be deleted. This 31 day period allows Police Scotland to take all reasonable steps to ensure that the images are not required as evidence in any case or complaint under investigation.
Where footage is identified to be retained for law enforcement purposes, it will be retained in accordance with the PSoS Record Retention Policy. The retention periods for BWV will be reviewed and audited.

Officers will have the ability to redact copies of footage in accordance with data protection requirements. Only footage which is evidentially relevant to the case can be prepared for court or other authorised / procedural viewing. The original master version in full will always be available in addition to any redacted copy and be shared under criminal justice disclosure processes and requests for information submitted to Police Scotland. 
BWV footage and digital evidence will be shared with the Crown Office and Procurator Fiscal Service (COPFS), and third parties where there is a legal requirement and clear law enforcement purpose. The data is shared by burning to disc or by an encrypted USB stick. On each occasion a data file is downloaded, a full audit trail of all actions and activities carried out for that file can be produced.

3.
Training in the Use of BWV

Before using and deploying with BWV devices, all users must be trained in their use.

Only approved trainers can select footage from operational incidents to be used for training purposes. If in any doubt, advice on the use of BWV footage for training should be sought from the Training, Leadership and Development (TLD) department who will maintain a register of all BWV recordings being used in training.

BWV footage of operational incidents selected for training purposes is only to be viewed in a controlled training environment and must only be used in the training of serving officers of Police Scotland. The lesson plan must be updated with details of the BWV recording and must identify the lesson plan and training objective to be obtained from the showing of the recording. 

LTD staff will ensure all footage selected for training does not lose its relevance and that it is reviewed on a regular basis (6 monthly) to ascertain if the footage remains relevant to the training need. Any changes must be notified to the Police Scotland BWV Project Board.

Footage is not permitted to be retained on DEM software purely for the purpose of training. It must be footage that has been retained in-line with Police Scotland information management policies.

Where footage is to be used for training purposes, trainers must take steps to obscure persons on the material as necessary. However, if the training would be hindered if redaction were done this is to be identified and recorded on the Lesson Plan and on the register of "BWV footage used in training".

4.
Operational Use of Body Worn Video

Armed Policing Duties

AP capacity and capability across Scotland has been strengthened since the introduction of Police Scotland in 2013 providing communities equal access to specialist resources. 

To ensure the maximum level of officers are available to support national and local policing priorities and able to respond dynamically to emerging threats, Armed Response Vehicle (ARV) officers, with the authorisation of the Initial Tactical Firearms Commander (ITFC) can be deployed to the full range of general policing incidents, including:

· Deployed to Firearms Incidents, Threat to Life Incidents and anything else they come across during the course of their patrols,

· Deployed to incidents determined by the ITFC based upon the principles of the National Decision Model with a focus on vulnerability and public safety,

· Proactively tasked to support local and national priorities in line with current tasking and coordinating processes.

The availability, visibility and accessibility of all police officers in local communities is a priority for Police Scotland.

All supervisors have a responsibility to ensure that ARV officers are released from any duties to respond to a deployment where there is an operational need and their specialist skills are required.

The actions of armed officers, particularly when they are involved in incidents that may result in a post incident procedure (PIP) are subject to intense scrutiny. In order to provide reassurance to the public around the integrity and transparency of established processes armed officers will adhere to the Police Scotland Code of Practice on the use of BWV.

When to Start Recording

The Police Scotland expectation is that BWV should be used in any circumstances where: 

· It may assist in providing a record of evidence in respect of the investigation of any crime or suspected crime

· When the use of BWV would provide transparency of an encounter (for example stop and search, use of force, etc.),

· In support of a completed written record or report of an encounter or incident, or

· Any other occasion when the user thinks a recording relates to a clear law enforcement purpose which may be of evidential value in the future and to make a recording is proportionate and lawful in the circumstances.

Specific Operational Scenarios

Notwithstanding the general situations where recording should take place as detailed above, the Police Scotland expectation is that users must activate BWV to record events in the following specific circumstances unless there are legal or operational reasons not to do so. 

· When an armed officer is authorised to deploy to a firearms incident they will immediately commence recording.

· For armed policing operations and following an instruction by the relevant Strategic, Tactical (SFC) or Operational Firearms Commander (OFC). (Overt routine armed policing patrols within this code of practice are not classed as armed policing operations, therefore procedures defined in 4.2 should be applied).

· When an armed officer ‘self deploys’ firearms to an incident.

· When effecting an arrest.

· Prior to entering any land, premises, vehicle, vessel or aircraft in pursuance of any legal power in order to search those premises and for the duration of the search. 

· When attending critical incidents.

· Where a user exercises the use of force against persons or property.

· When attending domestic abuse incidents.

In circumstances where a user would have been expected to have recorded the incident as per the circumstances above and BWV is not used, the user must record why this did not happen in their statement, electronic note book or other record of the incident. It is the responsibility of the respective supervisor to monitor compliance. 

BWV can be used as a means of recording briefings for firearms operations. The consideration to use BWV should be brought to the attention of and approved by the respective Tactical Firearms Commander (TFC) or Operational Firearms Commander (OFC).

Officers must consider Article 6 ECHR (right to a fair trial), Article 8 ECHR (right to private/family life), and Article 10 ECHR (right to freedom of expression) and apply the ‘PLAN’ acronym to ensure compliance with Articles of ECHR. BWV usage should be Proportionate, Legal, Accountable and Necessary. 

Users should be mindful that the use of BWV does not replace existing requirements, procedures or policy obligations in respect to recording admissions, statements or declarations.

During Recording

Unless it is impracticable to do so by reason of the situation, operational necessity or behaviour/condition of those present, when users activate their BWV device, they should make a verbal announcement, in plain language, to the following effect: 

“Video and audio recording is taking place.”

If recording began whilst en route to an incident, then upon arrival the user should inform those present, that they are equipped with BWV and that audio and video recording is taking place unless it is impracticable to do so by reason of the situation, operational necessity or the behaviour/condition of those present.

Some evidential information may take place out of view or hearing of the camera or microphone. It may prove helpful for the user to provide a running commentary detailing evidence not present in the video (e.g. distinctive smells such as cannabis) to assist both the user and viewer with later recollection.

Recording should, where practicable, be restricted to those individuals and areas where it is necessary in order to provide evidence relevant to the incident. Users should consider taking steps to minimise collateral intrusion for any individuals present who are not involved in the incident, particularly in areas where there is a higher than usual expectation of privacy, e.g. changing facilities. When considering the use of BWV in such areas, users must be mindful of the increased level of justification that is required. Officers should also be aware of the pre record function which captures visual only footage 30 seconds prior to the device being set to record.

In the event of an incident where Post Incident Procedures (PIP) are invoked users will continue to record until their arrival at the Post Incident Suite under the authority of the Post Incident Manager (PIM). BWV will provide corroboration of the delivery of the “conferring reminder” as well as evidence of the scene itself.

As per the Authorised Professional Practice for Armed Policing (Post-deployment) there is a requirement for officers, subject to legal and medical advice, to provide an initial account before going off duty (Stage 3 account). In these circumstances users should not dock their cameras or attempt to view footage. Upon arrival at the PIM suite they should notify the PIM of the existence of BWV and await instruction as to when to turn it off.

Objections Against and Requests For Recording

There may be occasions where a person objects to being recorded or there may be religious or cultural reasons for a recording not to take place. Users may record overt video and audio without consent if it is for ‘a law enforcement purpose’ as previously described. The decision to continue recording will remain with the user, who should consider the objections made by the person in respect of the recording. The presumption should be, however, that recording should continue unless the objections made override the need to record an evidential encounter.

If the user decides to continue recording despite the objections of an individual, they should state why they have decided to do so. They may also consider taking steps to advise the individual of the following:

· The reason for the recording taking place (usually this will be for the prevention and detection of crime).

· Non evidential material will only be retained for a maximum of 31 days as prescribed by the Data Protection Act 2018.

· Footage is subject to the Data Protection Act 2018 and can be applied for on request in writing via the Police Scotland subject access procedures.

· Any material is restricted and will only be disclosed to 3rd parties in accordance with the law.

· The recording is being made in order to act as corroboration of the encounter and thus can be used to support the accounts of all parties at an incident.

Users may encounter members of the public who specifically request that any encounter or interaction with them is recorded, even if the user does not believe that there is any evidential reason to do so. Unless there are clear reasons to do otherwise, the user should consider recording such an encounter, but should remind the person requesting the recording that, unless there is an evidential reason to retain the footage, it will be automatically deleted in line with existing guidelines (currently 31 days).

The person making the objection (or for enquiries from the public) can be further advised that any recording is subject to the requirements of the Police Scotland BWV SOP. This is in respect of how footage (including any personal data) will be processed in line with law enforcement purposes.

Any member of the public seeking copies of BWV footage can submit a Subject Access Request under the Data Protection Act 2018 to Police Scotland which will be considered per established procedures. Information on how to submit a Subject Access Request and copies of the BWV Code of Practice and SOP will be available on the Police Scotland external website.

Stop and Search

A BWV recording does not replace the need for a written/electronic record of the search to be completed by the searching officer and for a record of that search to be provided to the subject in line with Stop and Search Policy. 

When carrying out more thorough searches where intimate parts of the body may be exposed the initial encounter should be recorded as usual to capture the justification for the search and information which is conveyed to those present.

Recordings should stop prior to the exposure of intimate parts, and remain off for the duration of the search.

Users should make a note of the point at which the recording was stopped in electronic notebook and explain this process to the person being searched prior to turning the camera off.

Where the Stop/Search activity was negative, there is no requirement to retain the BWV footage unless for evidential or other law enforcement purposes e.g. associated criminal investigation.

Private Dwellings

When a user is lawfully on any premises and acting in the execution of their duty, it is within that user’s common law power to use BWV. Users should be especially mindful to consider occasions where recording on private premises may be considered more intrusive and be familiar with Article 8 of ECHR.

Domestic Abuse

The use of BWV can be beneficial for officers attending domestic abuse incidents. It allows for an initial capture in respect of evidence of demeanour, language, the scene, behaviour of those present and used to support domestic abuse investigations.

Use of Force by Police

The use of BWV in situations where officers require to use force provides invaluable evidential footage of the circumstances at the time of an incident and the behaviour and actions officers were faced with.

Where it is not possible to commence recording prior to force being used, for example when users face spontaneous and/or unexpected violence, the user should activate recording as soon as it is reasonably practicable to do so.

In such circumstances, it is recommended users record the reasons for any delay in their statement or electronic notebook.

The existence of BWV recordings cannot justify, in isolation, any use of force. Users must still justify their actions, perceptions and decisions by making a separate written record. This should be based on their honestly held beliefs at the time of the incident. Users must bear in mind that BWV may not have captured the full circumstances of the incident, so written records (e.g. electronic notebook) are still required to cover the whole time period involved to ensure evidential continuity. This written record requirement will apply to all officers present as they may have differing perspectives of a fast moving situation.

The use of BWV does not remove the requirement to make a written/electronic record of any use of force, as per Police Scotland policy in this regard.

Use of BWV in Custody Facilities

Users will cease recording when an arrested person arrives at a custody facility, as Police Scotland custody cameras will take primacy for recording.
With the Custody Sergeant’s authority users may commence BWV recording for pre-planned actions such as:

· Where an arrested person is to be taken to a cell using force. 

· Where an arrested person is already in a cell and requires removal using force, or

· Any pre-planned use of force where the Custody Sergeant has concerns over the coverage of visual and audio CCTV in their suite.

In the case of spontaneous incidents where use of force is applied, officers may commence BWV recording in any area of the custody suite and its environs. 

BWV will not be used during any intimate search.

The use of BWV as detailed above offers greater transparency of police actions, whilst protecting the privacy of unrelated third parties also present in police custody facilities.

Victim/Witness Statements

BWV should only be used to capture the first accounts of victims and/or witnesses at incidents, though it may be that BWV captures ‘dying declarations’ of a mortally wounded victim or may record a user’s duty of care providing first aid while awaiting the arrival of ambulance or paramedic. 

[image: image1]The first account is principally about determining any action that is immediately necessary. Only such questions should be asked as are necessary to:

· Establish whether an offence has been committed,

· Assess current risk(s) to victims and/or witnesses, and

· Identify and prioritise areas of the investigation.

In the case of victims of serious sexual offences, the user must seek their explicit permission for the BWV recording of their first account. This should, ideally, be recorded. If there is any doubt regarding the consent to report this first account, then recording should cease.

BWV recordings do not replace the need for formal written statements from victims and witnesses but they can be used as supporting evidence for investigations.

Users should bear in mind that any questioning of witnesses beyond the parameters laid out above may lead them to inadvertently conducting a witness interview.

Sensitive Operations

Police Scotland has an expectation as to when users should and must use BWV. However, in certain circumstances there is a need to balance these expectations against the requirement to maintain officer safety and/or operational security.

In such instances prior to any deployment an assessment should be carried out as to when or whether BWV is deployed. Factors to be taken into account are:

· The presence of covert assets,

· Sensitive methodology or intelligence,

· Possible identification of officers/individuals/equipment,

· Safety issues in respect of explosive environments,

· Location, or

· Availability of other recording capabilities, e.g. CCTV.

If the wearing of BWV is not deemed operationally suitable then the decision and appropriate rationale needs to be authorised and recorded by the Tactical Firearms Commander (TFC).

It should be noted that where BWV has been deployed, and the nature/content of the footage means that anonymity for an individual(s) will be sought, audio and/or visual redaction can be carried out via the DEM software.

Pre-planned Operations

When planning armed policing operations, the officer in charge should consider the operational use of BWV. Their decision should be recorded in the planning log or other record of the operation.

Officers in charge of planning police operations should also ensure that their decisions around the deployment of BWV are communicated clearly to users prior to commencement. 

Mutual Aid 

When carrying out mutual aid or other similar deployments, where available armed officers must deploy with BWV cameras.

The decision as to whether or not Police Scotland officers are deployed with BWV cameras, lies with the relevant Strategic Commander for the host force area or equivalent for that deployment. 

If deployed with BWV cameras Police Scotland officers will adhere to the Police Scotland SOP on the conditions of use.

Hospitals, Mental Health & Social Care Facilities

When considering the use of BWV within hospital, mental health or social care premises, users should be mindful of any collateral intrusion that may occur and aim to minimise this where possible. Users can operate BWV without consent whilst lawfully on private premises if they are acting in the execution of their duty and in pursuit of a legitimate and justifiable law enforcement purpose. Staff within such premises should be consulted and informed of any decision to activate BWV and the rationale recorded.

Stopping Recording

As the decision to start recording rests with the user, so too does the decision to stop. Users should be satisfied that, in making the decision to stop recording, the risk of not capturing evidential material is minimised against the mandatory situations when BWV must be activated.

Users should, under normal circumstances, cease recording in the following instances:

· It is no longer justifiable or proportionate to record. 

· There is no likelihood of immediate capture of evidence, e.g. when taking a statement.

· A different recording system takes primacy - e.g. when an arrested person arrives in custody, the BWV user should cease recording as the Police Scotland custody cameras will take primacy for recording the encounter with the subject.

· The incident has concluded or the user has left the scene.

· For firearms deployments when the firearms authorisation has been rescinded, unless PIP have been implemented.

Users should make a verbal announcement explaining the reason for stopping the recording before doing so.

There will be occasions when a user decides to temporarily suspend recording before their involvement in an incident has concluded. An example would be a cordon officer on a scene, or a user attending hospital premises. Prior to any temporary suspension the user should make a verbal announcement explaining the reason for stopping/re-starting the camera.
Action to be Taken Post Recording

It is critical that all BWV cameras should be docked as soon as practicably possible, e.g. at the end of a tour of duty or incident. This will ensure that the footage and evidential continuity is secured on the relevant Police Scotland Information and Communications Technology system as soon as possible.

Once a recording has been initiated, the recorded data becomes police information and is subject to the Police Scotland Information Management policies.

Once the footage is uploaded, a user must decide whether the footage is likely to be required for evidential purposes. 

All footage will only be retained for a maximum of 31 days unless a user decides it is to be retained under Police Scotland provisions for evidence or other law enforcement purpose (see above). The need for retention must be justifiable and proportionate.

Users must remember that where cases are prosecuted, BWV footage is ‘material gathered’ during an investigation and therefore is subject to disclosure responsibilities. 

Footage may be shared with other partners if:

a) It is proportionate and necessary for law enforcement purposes (see Police Scotland Information Management definition); and

b) The other partner is a signatory to an authorised information sharing agreement (ISA)/protocol between them and Police Scotland.

The existence of an ISA/protocol sets the conditions whereby any sharing of BWV data/footage is done legally, securely and accountably. If an ISA/protocol does not exist but there remains a pressing need for information to be shared in the public interest, users should seek advice directly from Police Scotland Information Management Office. The officer concerned should also ensure that they make a written record of the request in their notebook or other appropriate format.

Release / Publishing BWV Footage

The release of BWV material to the media for publicity purposes or appeals should be proportionate, necessary and for a law enforcement purpose. Existing procedures in respect of release of photographic and/or video material to the media must be followed. Strict guidance on the circumstances of when this can be carried out are in place. The advice of Corporate Communications must be sought on each occasion.

Procedure for Download/Extract Footage

The use of any 3rd party software, including the use of Microsoft Windows built in tools such as the ‘Print Screen’ function or any other screen grabbing software is strictly prohibited. Any images or footage captured by BWV cameras and retained within the DEM software is only to be shared in line with this Code of Practice. 

The creation of images or video by using any other method outside of the DEM software damages the integrity of the system and could expose Police Scotland to organisational risk.

Redaction and Exception Criteria

Copies of footage can be redacted before being presented for evidential purposes. However, it is recognised there may be some situations where this is not be possible e.g.

· Time constraints –e.g. ‘immediate risk to life’.

· The footage is in a public area where legislation regarding privacy is different than being in your own home.

· The user in charge is going to show the full version and other persons present on the footage have not been ruled out of the investigation

The sensitivity of footage recorded by BWV requires to be taken into consideration prior to being presented for viewing. Recordings taken in non-public areas should be carefully considered by users in terms of redaction. This is especially the case where children are involved. An example would be where Officers enter private premises and inadvertently capture footage of an unclothed child running around prior to the apprehension of a suspect. Prior to disclosure, careful consideration should be given to the redaction of this sensitive footage e.g. the entire footage of the child could be considered for redaction.

Intelligence

Footage must be weeded in line with information management policies and must not be kept purely for intelligence purposes.

Professional Standards

BWV footage can be used to resolve complaints and help inform investigations.

Footage not directly linked to a specific investigation can only be viewed with the authority of the Chief Superintendent for PSD, or a designated Superintendent. It is recognised that officers investigating complaints about the police may require access to footage to inform investigations. On each occasion they will record their rationale for all material accessed within the complaints file policy log. 

The reasons for any viewing of footage by complainants should be recorded by the investigating officer. In such circumstances, consideration must be given to considering whether non-connected persons on the material should be obscured to protect their identity/privacy.

Lost/Missing Device Procedure

Loss of a BWV camera should be reported to the supervisor and Area Control Room as soon as practicable. Suitable resources should be deployed to locate the device. 

If possible, a record will be made in the officers note book of the nature of the images the camera contained at the time it was lost and of the last time the camera was placed into a BWV dock.

The Information Management Office should also be informed via [Information has been removed due to its content being exempt in terms of the Freedom of Information (Scotland) Act 2002, Section 30(c) – Prejudice to the Effective Conduct of Public Affairs] mailbox and an incident form completed explaining the circumstances. If the BWV camera is not found promptly, the relevant Duty Superintendent should also be informed along with a representative from the BWV Project Team.

The circumstances of the loss will be considered and the user may be issued a new device.

In the event that a BWV camera is lost or unaccounted for, the following action is mandatory and must be completed by the user before the end of the operational shift where the loss is noticed by the user who was using the camera, at the time of the loss. 

1. Report the loss to a supervisor as soon as possible. The supervisor receiving the report should make a record in their notebook of the circumstances, to include:

a. Serial number of the Camera,

b. Name and Force number of the officer/staff member who was using the camera at the time,

c. The Date and Time of loss,

d. The Date and Time of report made to them,

e. Location where the camera was lost (Please be as descriptive as is practical),

f. Circumstances which led to the loss of the device (please be as descriptive as possible), and

g. Actions taken to try and locate the device.

2. Report the loss of the camera to the Area Control Room who will arrange for a command and control log to be created and the above information is then to be transferred to that log.

3. The Area Control Room will consider adding details of the loss to the Chief Constables Incidents of Note for the attention of Executive Officer briefings for the following day.

4. The Officer concerned must complete and submit the Police Scotland Information Assurance form number 081-001 before going off duty.

Damaged/Malfunctioning Equipment

If BWV equipment is suspected to be defective, the user should raise a log with the IT helpdesk. If a device is defective the user will be required to return the device to the administrator promptly.

If a damaged BWV device contains evidential images/audio and is unable to be docked and footage downloaded, it should be seized in order to secure it as evidence and contact made with the IT helpdesk.

If a device becomes contaminated with bodily fluids, or if it becomes submerged in water, the device should not be placed in a docking station and contact made with the IT helpdesk.

Multiple Capture of Incidents

When multiple officers attend an incident where BWV footage is captured, circumstances could prevail which denote a primary officer who captures end to end footage which clearly depicts an unbroken evidential chain. (For example, an arrest made and conveyance to custody or a positive drug search resulting in arrest). In such cases where officers have satisfied the evidential requirement in the deployment of BWV, the following should be considered;

1. All attending officers are required to upload to the DEM software, assign and apply appropriate evidential criteria and reference.

2. In cases where an incident is passed to other Police Officers i.e. overnight prisoner, the investigating officer for the matter will identify the primary BWV officer and any other officers present who recorded footage i.e. There are a number of associated recordings, however PC ‘X’ captured the primary footage. This will then enable the investigating officer to focus on that footage first. The investigating officer must however review all related footage.

3. If the arrested person is then charged, the investigating officer must collate all evidential footage. If only the primary footage is to be used to outline the circumstances, the investigating officer must disclose in any report that there are additional pieces of footage retained and available.

5.
Related Documents and Useful Links

The relevant legislation and guidance covering the use of BWV by armed policing can be found as follows:

· Common Law 

· Data Protection Act 2018
· Freedom of Information (Scotland) Act 2002
· Human Rights Act 1998, Specifically Article 6 (Right to a Fair Trial), Article 8 (Right to Privacy) and Article 10 (Freedom of Expression)
· Regulation of Investigatory Powers (Scotland) Act 2000 

· Police and Fire Reform (Scotland) Act 2012 
· Authorised Professional Practice for Armed Policing
· National College of Policing Guidance on Body Worn Video
· Home Office Safeguarding Body Worn Video Data 2018.
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