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Freedom of Information Response
Our reference:  FOI 25-1916
Responded to:  30th October 2025


Your recent request for information is replicated below, together with our response.
What policies does Police Scotland have relating to the freedom of employees' speech?
A policy document specifically relating to freedom of speech is not held by Police Scotland and section 17 of the Act therefore applies.
To assist, I can provide the following contained within the contracts that are issued to authority/police staff. 
OFFICIAL SECRETS ACT: You are required to comply with the Official Secrets Act. The prohibitions under the legislation include both deliberate disclosures of information as well as inadvertent or inappropriate conversations which result in information being disclosed. You must not disclose any confidential information, either while employed or after having left our employment.
PRIVACY STATEMENT: You must comply with the Force Data Protection and Information Security Guidelines which outline your responsibilities under legislation.
SPA reserves the right to intercept, monitor and view all data sent or received electronically by you, whether internally or externally and any internet sites accessed by you using computer systems operated by SPA. You may also be recorded in and around our premises as part of our safety and security measures.
What policies does Police Scotland have relating to employees' use of social media?
In terms of Police Scotland personnel’s use of social media accounts linked to Police Scotland, this information sought is held by Police Scotland, but I am refusing to provide it in terms of section 16(1) of the Act on the basis that the section 25(1) exemption applies:
“Information which the applicant can reasonably obtain other than by requesting it […] is exempt information”.
The information sought is publicly available: Social Media (Police Use of) Guidance
In regard to Police Scotland employees’ use of their own social media accounts, I must advise you that there is no policy specific to this topic. As such, the information sought is not held by Police Scotland and section 17 of the Act therefore applies.
Advice and guidance relating to the use of social media is included within various documents. To be of some assistance, I have provided an extract from the Online Safety Guidance for Police Officers and Members of Police Staff: 
· Never identify yourself as Police Scotland personnel. 
· You should not discuss work related topics on open forum/ social network sites or say anything which undermines Police Scotland. 
· Do not share your work email address or telephone number on your social media profile. 
· Only share content which you are comfortable with potentially ANYONE seeing. More than anything, remember that you represent Police Scotland. Never disclose ANY operational information. 
· Ensure you use appropriate language and be respectful of Police Scotland and your colleagues. 
· When interacting online or using any social media channel, Police Scotland personnel must be aware and consider the impact their actions might have, not only on themselves but also Police Scotland. 
· Do not post content which highlights where you live or any personal information. 
· If using a personal blog such as WordPress or Tumblr, double check who can view it and what is being said. 
· Do not join social networking groups which could be considered inappropriate and/or offensive to others.
Further to the above, I have provided an extract from the ACPO Guidelines on the Safe use of the Internet and Social Media by Police Officers and Police staff: 
Section 4 – General Guidelines 
The same standards of behaviour and conduct apply online as would be expected offline. 
Information placed on the internet or social media could potentially end up  in the worldwide public domain and be seen or used by someone it was not intended for, even if it was intended to be ‘private’ or is on a closed profile or group. It is likely that any information placed on the internet or social media will be considered to be a public disclosure. 
The public expect Police forces, police officers and police staff to act with integrity and impartiality whilst upholding fundamental human rights and according to equal respect to all persons. Police officers must abstain from any activity which is likely to interfere with the impartial discharge of their duty, or to give the impression to the public that it may interfere and must abstain from any active role in party politics. 
Police Officers and Police Staff should avoid using the internet and social media off duty after consuming alcohol or when their judgement may be impaired for other reasons. 
The use of social media for private purposes during working time and from force systems should be in accordance with local force policies. The use of social media for such purposes during working time, and from personal mobile devices, is not recommended. 
What training is given to police officers and staff of Police Scotland relating to employees' freedom of speech?
There is no specific training solely relating to employee freedom of speech given to police officers and staff, and section 17 of the Act therefore applies.
Please note that a lesson on Human Rights is delivered to probationary officers on Week 2 in their initial training, prior to the commencement of Operational Safety Training.  
In particular, what training is given to Police Scotland managers and/or HR personnel as to how complaints about employees' speech (or use of social media) should be handled?
There is no specific training solely regarding employee speech or use of social media and section 17 of the Act therefore applies.
To assist, I can advise the general disciplinary procedure for Staff would apply should someone fall below the standard of conduct. 

If you require any further assistance, please contact us quoting the reference above.
You can request a review of this response within the next 40 working days by email or by letter (Information Management - FOI, Police Scotland, Clyde Gateway, 2 French Street, Dalmarnock, G40 4EH).  Requests must include the reason for your dissatisfaction.
If you remain dissatisfied following our review response, you can appeal to the Office of the Scottish Information Commissioner (OSIC) within 6 months - online, by email or by letter (OSIC, Kinburn Castle, Doubledykes Road, St Andrews, KY16 9DS).
Following an OSIC appeal, you can appeal to the Court of Session on a point of law only. 
This response will be added to our Disclosure Log in seven days' time.
Every effort has been taken to ensure our response is as accessible as possible. If you require this response to be provided in an alternative format, please let us know.


OFFICIAL

OFFICIAL
scotland.police.uk	[image: 36pt_twitter_icon]@PoliceScotland	 [image: 12pt_faceboo] PoliceScotland
OFFICIAL
image1.png
\.\)!zf.f
AR

POLICE
SCOTLAND

Keeping people safe

POILEAS ALBA




image2.jpeg




image3.jpeg




