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Freedom of Information Response
Our reference:  FOI 25-3442
Responded to:  28 October 2025


Your recent request for information is replicated below, together with our response.
I am writing under the Freedom of Information Act relating to data from period/menstrual cycle tracking apps (CTAs), including but not limited to: Flo, Clue, Ovia, Natural Cycles, Glow, My Calendar, Eve.
1. Please provide details of requests made by your police force to companies operating CTAs for access to user data, from 1st January 2025 to present. Please include:
0. Month of request
0. Company Name
0. Request granted, refused, pending
0. Offence investigation code and description

If it is not possible to disclose the specific month, please provide yearly disaggregated statistics.
1. Please confirm whether any evidence or exhibits obtained by your police force, since 1st January 2025 to present, involves data originating from CTAs.
1. If so, please provide the number of such exhibits.

Unfortunately, I estimate that it would cost well in excess of the current FOI cost threshold of £600 to process your request. I am therefore refusing to provide the information sought in terms of section 12(1) of the Act - Excessive Cost of Compliance.
By way of explanation, to provide the information sought, all crime reports would need to be individually assessed to identify if a period/menstrual Cycle Tracking App was involved in the commission of an alleged crime, and as such, requests then made to the relevant App provider for access to the user data.  This process would also apply in relation to any evidence or exhibits that were obtained which involved data originating from CTAs – an exercise which we estimate would far exceed the cost limit set out in the Fees Regulations.

1. Please provide any policies, briefings, or guidance received by your force from national policing bodies (including NPCC, Home Office, College of Policing) concerning the potential use of menstrual or period-tracking app data in investigations.
Unfortunately, I estimate that it would cost well in excess of the current FOI cost threshold of £600 to process your request.  I am therefore refusing to provide the information sought in terms of section 12(1) of the Act - Excessive Cost of Compliance. 
By way of explanation, there are no means by which all force correspondence can be reviewed.  We have over 20,000 officers and staff, each of whom have a personal email account and network drive storage. That said, correspondence from such bodies would normally be sent to a group email account, however, we have a large number of group mailboxes and substantial shared network drive areas, any of which could contain information of relevance to your request. As such, this is an exercise which would far exceed the cost threshold set out in the Fees Regulations. 

If you require any further assistance, please contact us quoting the reference above.
You can request a review of this response within the next 40 working days by email or by letter (Information Management - FOI, Police Scotland, Clyde Gateway, 2 French Street, Dalmarnock, G40 4EH).  Requests must include the reason for your dissatisfaction.
If you remain dissatisfied following our review response, you can appeal to the Office of the Scottish Information Commissioner (OSIC) within 6 months - online, by email or by letter (OSIC, Kinburn Castle, Doubledykes Road, St Andrews, KY16 9DS).
Following an OSIC appeal, you can appeal to the Court of Session on a point of law only. 
This response will be added to our Disclosure Log in seven days' time.
Every effort has been taken to ensure our response is as accessible as possible. 
If you require this response to be provided in an alternative format, please let us know.
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