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Freedom of Information Response
Our reference:  FOI 25-2551
Responded to:  15th October 2025


Your recent request for information is replicated below, together with our response.
Under the Freedom of Information Act (Scotland) 2002,  I request the following information regarding the targeting of “GetHelpOrGetCaught” advertisements on the X platform that I have received:
1. Targeting criteria and audience definitions
All records and doscuments (including but not limited to emails, campaign briefs, contracts, ad platform settings, targeting dashboards, memos, reports, and presentations) that describe, list, or specify the targeting criteria for this advertisement. This includes, but is not limited to:
· Demographic, geographic, or socio-economic filters.
The target demographic for the “Get Help or Get Caught” campaign focuses on age, sex and location only – in this instance, 26 – 40-year-old men currently living in Scotland.

· Behavioural, interest-based, or psychographic targeting criteria.
· Retargeting or remarketing audiences, including criteria for inclusion in such lists.
· Custom audiences, lookalike audiences, and similar audience models.
· Any audience segments based on third-party data, data brokers, or purchased lists.
· Exclusion lists or suppression criteria used to prevent certain audiences from seeing the advertisement.
· Platform-specific audience definitions (e.g., Meta “Detailed Targeting” attributes, Google Ads in-market segments, X/Twitter follower lookalikes, LinkedIn industry/job title targeting, etc.).
The information sought is not held by Police Scotland and section 17 of the Act applies.
By way of explanation, we are unable to provide any material relevant to the targeting criteria/ audience definitions listed above as none exists. 
To reiterate, the campaign is interested in targeting 26 – 40-year-old men currently living in Scotland – there is no other criteria. 

2. Tracking and data sources
All information on the tracking methods and data sources used to determine or influence the targeting, including:
· Web beacons, tracking pixels, cookies, SDKs, or similar technologies.
· Retargeting lists and conversion event definitions.
· Pixel or tag configuration data from any advertising platform.
· CRM, email marketing, or customer database integrations used for targeting.
· Data-sharing agreements, APIs, or platform syncs used to provide or receive targeting data.
As no material in relation to tracking methods/ data sources specifically exists, section 17 of the Act therefore applies since the information sought is not held by Police Scotland.

3. Communications with third parties
All communications (including but not limited to emails, instant messages, meeting minutes, and call notes) between [the public body] and any third parties — such as marketing agencies, digital platforms, data analytics companies, or media buying firms — relating to:
· Selection, approval, or refinement of targeting criteria.
· Requests for inclusion or exclusion of specific audience types.
· Instructions on platform targeting settings or audience selection.
Please refer to document attached separately to this response. 
It should be noted that some information has been redacted within the documents, which I am refusing to provide in terms of section 16(1) of the Act on the basis that the following exemptions apply:
· Section 30(c) - Prejudice to the Effective Conduct of Public Affairs 
Information is exempt information if its disclosure under the Act would otherwise prejudice substantially, or be likely to prejudice substantially, the effective conduct of public affairs. 
In this instance e-mail addresses cannot be disclosed. To release these details publicly through FOI legislation could negatively impact on the operational effectiveness of the relevant departments within Police Scotland and with our partner agencies. They are used for operational/ business purposes, and this information has been removed to ensure those internal processes are protected.
This is a non-absolute exemption which requires the application of the Public Interest Test:
Public Interest Test
While it is acknowledged that the disclosure of this information would support transparency and better inform the public as to how the organisation conducts its business, there are already established routes for the public to contact with the police.
The disclosure of email addresses not in the public domain is not in the public interest as it would make it difficult for Police Scotland to offer an efficient and effective service.
· Section 38(1)(b) - Personal Data
Personal data is defined in Article 4 of the General Data Protection Regulation (GDPR) as:
‘Information relating to an identified or identifiable natural person (“data subject”); an identifiable natural person is one who can be identified, directly or indirectly, in particular by reference to an identifier such as a name, an identification number, location data, an online identifier or to one or more factors specific to the physical, physiological, genetic, mental, economic, cultural or social identity of that natural person’.
Section 38(2A) of the Act provides that personal data is exempt from disclosure where disclosure would contravene any of the data protection principles set out at Article 5(1) of the GDPR which states that:
‘Personal data shall be processed lawfully, fairly and in a transparent manner in relation to the data subject’.
Article 6 of the GDPR goes on to state that processing shall be lawful only if certain conditions are met. The only potentially applicable condition is Article 6(1)(f) which states:
‘Processing is necessary for the purposes of the legitimate interests pursued by the controller or by a third party, except where such interests are overridden by the interests or fundamental rights and freedoms of the data subject which require protection of personal data, in particular where the data subject is a child’.
Whilst I accept that you may have a legitimate interest with regards the disclosure of this information, nonetheless I am of the view that this interest is overridden by the interests or fundamental rights and freedoms of the data subject. 
On that basis, it is considered that disclosure of the information sought would be unlawful.
This is an absolute exemption and as such does not require the application of the Public Interest Test.
· Section 35(1)(a)&(b) - Law Enforcement
Information is exempt information if its disclosure under the Act would prejudice substantially the prevention or detection of crime and the apprehension or prosecution of offenders by adversely impacting on the operational effectiveness of Police Scotland. 
Disclosure of information on the social media platforms most commonly used by offenders would undermine the safeguarding intentions of the campaign as well as law enforcement by allowing those with a criminal intent to gain an operational advantage. 
As such, this information in the public domain would allow individuals intent on harming to assess which platforms are easier to use for nefarious purposes as the platforms favoured most by offenders could be construed as those with the least monitoring and moderation. 
This is a non-absolute exemption and requires the application of the Public Interest Test. 
Public Interest Test 
It can be suggested that public accountability would favour disclosure, given that the information concerns the efficient and effective use of resources by the Service. 
Similarly, disclosure of the information would also inform the public debate on the issue of policing and would contribute to the accuracy of the debate. 
However, the need to ensure the effective conduct of the service in relation to the prevention and detection of crime, and the public safety considerations involved in the delivery of operational policing, clearly favour nondisclosure of the information.
Tactical information – and those responsible for implementing it – is of great value to -persons and/ or groups intent on committing offences, therefore disclosure of such information would allow any tactical advantage the police may have when dealing with crime to be compromised. 
On balance, the public interest on this occasion favours non-disclosure of this data.

4. Automated decision-making and algorithmic inputs
Any documents, settings, or specifications describing:
· Algorithmic optimisation parameters (e.g., “optimise for link clicks,” “optimise for conversions,” “budget pacing,” etc.).
The channels optimise links for clicks and engagement themselves – there is no further re-targeting. 

· Platform-level “auto-optimisation” features enabled for this campaign.
· Machine learning models or predictive audience tools applied.
Since Police Scotland take no direct involvement with the automated decision-making/ algorithmic inputs on the channels that advertise the campaign, the information sought is not held by us and section 17 of the Act thus applies. 

5. Policies and guidance
Any internal policies, guidelines, or decision-making frameworks in place at the time of the campaign that set out:
· Principles for selecting or excluding audiences.
· Restrictions or safeguards on targeting based on protected characteristics or sensitive data.
· Ethical or legal considerations documented prior to campaign launch.
The information sought is not held by Police Scotland and section 17 of the Act applies.
To explain, I can advise that there are no Standard Operating Procedures (SOPs), policies and/ or guidance etc. which relate to advertisements/ campaigns. 

If you require any further assistance, please contact us quoting the reference above.
You can request a review of this response within the next 40 working days by email or by letter (Information Management - FOI, Police Scotland, Clyde Gateway, 2 French Street, Dalmarnock, G40 4EH).  Requests must include the reason for your dissatisfaction.
If you remain dissatisfied following our review response, you can appeal to the Office of the Scottish Information Commissioner (OSIC) within 6 months - online, by email or by letter (OSIC, Kinburn Castle, Doubledykes Road, St Andrews, KY16 9DS).
Following an OSIC appeal, you can appeal to the Court of Session on a point of law only. 
This response will be added to our Disclosure Log in seven days' time.
Every effort has been taken to ensure our response is as accessible as possible. 
If you require this response to be provided in an alternative format, please let us know.
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