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Freedom of Information Response
Our reference:  FOI 25-2383
Responded to:  18 September 2025


Your recent request for information is replicated below, together with our response.
Q1.  Re the attached document at paragraph 4.5 (towards the end of the document), what are the 24 organisational learning points captured and shared?  
The learning points are because of debrief and/or review of misconduct matters and therefore the specifics cannot be replicated due to sensitive personal information and also legalisation namely DPA and Conduct regulations. Therefore, I refuse to provide this information in terms of section 16(1) of the Act on the basis that the following exemptions apply:
Section 38(1) (b) - Personal Data
Personal data is defined in Article 4 of the General Data Protection Regulation (GDPR) as:
‘Information relating to an identified or identifiable natural person (“data subject”); an identifiable natural person is one who can be identified, directly or indirectly, in particular by reference to an identifier such as a name, an identification number, location data, an online identifier or to one or more factors specific to the physical, physiological, genetic, mental, economic, cultural or social identity of that natural person’
Section 38(2A) of the Act provides that personal data is exempt from disclosure where disclosure would contravene any of the data protection principles set out at Article 5(1) of the GDPR which states that:
‘Personal data shall be processed lawfully, fairly and in a transparent manner in relation to the data subject’
Article 6 of the GDPR goes on to state that processing shall be lawful only if certain conditions are met.
The only potentially applicable condition is set out at Article 6(1)(f) which states: ‘Processing is necessary for the purposes of the legitimate interests pursued by the controller or by a third party, except where such interests are overridden by the interests or fundamental rights and freedoms of the data subject which require protection of personal data. 
Whilst I accept that you may have a legitimate interest with regards the disclosure, I am nonetheless of the view that those interests are overridden by the interests or fundamental rights and freedoms of the data subject(s). 
Accordingly, it is my view that disclosure of the requested information would be unlawful.
However, to be of assistance the following is a summary of themes that may be of interest, as of 26 August 2025 there are now 32.
Improved working relationships between PSD and other key stakeholders such as Human Resources and associations
Improved welfare and wellbeing link between PSD and divisional/department, including updates
Improved documents to assist witnesses (police and non-police) and officers subject of conduct matters understanding of process and links to wellbeing 
Enhanced internal governance around matters moving from investigations to proceedings, again adding a further layer of impartiality and transparency
Continual learning and CPD for conduct investigating officers to ensure their skills remain current. This includes digital evidence as an example
If proportionate and necessary, Misconduct Improvement Action being delivered by a PSD officer 
Continual review and shaping of allegations to assist with transparency to the officer and relevance to a chair of any proceedings
Continual review of processes to improve documentation provided to the chair to assist with decision making
Legal advice to assist chairs with making and writing their formal determinations 
Review of every outcome from proceedings, appeal and Police Appeals Tribunal. Learning and best practice identified and shared appropriately. This includes links into wider PSD and Organisation.

Q2, Re the same document at paragraph 5.3 (2nd last page), it states 
PSD NCU continue to see an increase in Subject Officer’s reporting issues with their mental health, including depression, anxiety, complex PTSD symptoms and suicidal ideation.
What analysis has been done in order to understand the causes of these mental health issues and what is Police Scotland actively doing to prevent and respond to this issue?
Police Scotland National Conduct Unit are not actively undertaking formal analysis at this time however this will remain under review. As mentioned in para 5.3, the National Conduct Unit have highlighted this to Optima who are the medical/care advisor to Police Scotland and a bespoke process is in place to ensure that anyone subject to conduct investigation and/or process receives medical support in addition to their primary health care practitioner, however this requires the consent of the Police Officer. 
Police Scotland continues to engage with statutory and non-statutory staff associations in this regard and continue to benchmark with colleagues throughout the United Kingdom. 

If you require any further assistance, please contact us quoting the reference above.
You can request a review of this response within the next 40 working days by email or by letter (Information Management - FOI, Police Scotland, Clyde Gateway, 2 French Street, Dalmarnock, G40 4EH).  Requests must include the reason for your dissatisfaction.
If you remain dissatisfied following our review response, you can appeal to the Office of the Scottish Information Commissioner (OSIC) within 6 months - online, by email or by letter (OSIC, Kinburn Castle, Doubledykes Road, St Andrews, KY16 9DS).
Following an OSIC appeal, you can appeal to the Court of Session on a point of law only. 
This response will be added to our Disclosure Log in seven days' time.
Every effort has been taken to ensure our response is as accessible as possible. 
If you require this response to be provided in an alternative format, please let us know.
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