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Freedom of Information Response
Our reference:  FOI 24-2468
Responded to:  23 October 2024


Your recent request for information is replicated below, together with our response.
• Should you use one - please can you inform me of the procurement/supplier network framework that you would tender on to source the service provider when IT recycling and hard drive destruction services are required at Police Scotland
• Should you not be required to put out to tender via any procurement/supplier network/framework for computer recycling and hard drive destruction services, please can you inform me as to how prospective service providers/suppliers can make a proposal of service for the decision maker(s) consideration?
Hard drive destruction is covered under our contract for Secure Destruction for Data Bearing Kit. This was tendered via the Crown Commercial Service RM3764.3 Cyber Security Services 3 Dynamic Purchasing System (DPS).
A contract for IT Recycling and Disposal Services was recently tendered via the Restricted process under Regulation 21 of the Procurement Regulations which permits Authorities to issue tenders under certain circumstances to Supported Business responses only. This is now at the last stage of Award Approval.

• Please can you inform me as to the name and email address for the person(s) that manage the IT asset recycling and hard drive destruction and also the name and email address for the person(s) responsible for making the final decision as to who Police Scotland decide to use for ITAD and HDD services? 
Regarding the final decision on who to use for ITAD and HDD Services, this is managed through our procurement processes in which the vendor is selected. 
The role title of the person responsible for IT Asset Recycling and Hard Drive Destruction is our Head of IT Operations, Darrell Gough. 
In reference to the email address, I must advise the information sought is held by Police Scotland, but I am refusing to provide it in terms of section 16(1) of the Act on the basis that section 30(c) exemption applies.
Section 30(c) - Prejudice to the effective conduct of public affairs.
It is assessed that disclosure would serve to disrupt the well-established processes which members of the public are encouraged to use when contacting Police Scotland, thus prejudicing our ability to effectively manage such contact appropriately.
Whilst there is a public interest in better informing the public as to the internal mechanisms used within the force, this must be balanced with the need to ensure that the appropriate channels are used for contact and that internal mailboxes are not compromised in any way.
Persons who wish to contact the police should use the information published on our website: Contact Police Scotland - Police Scotland

• Please can you inform me as to when any ongoing IT Recycling/Hard Drive Destruction service/supplier contract/framework agreement ends?
Hard drive destruction: Our current agreement for Secure Destruction for Data Bearing Kit ends on 27/11/2026.
The pending contract for IT Recycling and Disposal Services will be awarded for a duration of 3 years with optional 1+1 extensions.

• Please can you inform me of any set, scheduled or sporadic dates that Police Scotland are next due to require IT recycling and hard drive destruction services.
The information sought is not held by Police Scotland and section 17 of the Act therefore applies. 
By way of explanation, there is no set schedule in regards to recycling and hard drive destruction, this is managed as required.
To be of assistance, I can advised that as per our Invitation to Tender (ITT) “Police Scotland may require weekly collections in respect of the redundant ICT and Electrical equipment. It is anticipated that most business as usual requirements would require a collection approximately every 2-3 weeks at the different locations. Police Scotland will also require the ability to have a service for Ad-Hoc collections that may arise at relatively short notice, i.e. collection within 2 days of requirement notification if necessary.”

If you require any further assistance, please contact us quoting the reference above.
You can request a review of this response within the next 40 working days by email or by letter (Information Management - FOI, Police Scotland, Clyde Gateway, 2 French Street, Dalmarnock, G40 4EH).  Requests must include the reason for your dissatisfaction.
If you remain dissatisfied following our review response, you can appeal to the Office of the Scottish Information Commissioner (OSIC) within 6 months - online, by email or by letter (OSIC, Kinburn Castle, Doubledykes Road, St Andrews, KY16 9DS).
Following an OSIC appeal, you can appeal to the Court of Session on a point of law only. 
This response will be added to our Disclosure Log in seven days' time.
Every effort has been taken to ensure our response is as accessible as possible. If you require this response to be provided in an alternative format, please let us know.
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