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Freedom of Information Response
Our reference:  FOI 25-1743
Responded to:  07 November 2025


Your recent request for information is replicated below, together with our response.
1. Procedures for Handling Article 17 Requests
Police Scotland’s current standard operating procedures (SOPs), internal guidance, or frameworks used to assess and respond to data subject erasure requests.
Any documentation outlining how legal obligations, proportionality, public interest, or necessity are assessed during the decision-making process.
The information requested is publicly available: Data Protection SOP
The information is therefore held by Police Scotland, but I am refusing to provide it in terms of section 16(1) of the Act on the basis that the section 25(1) exemption applies:
“Information which the applicant can reasonably obtain other than by requesting it […] is exempt information”.
Additionally, please see the attached document titled Applicant data 01 which provides a structural flowchart of work direction. 
Finally, Police Scotland do hold an Individual Rights Guidance document, however this document is in draft form and is not suitable for disclosure as such the information sought is held by Police Scotland, but I am refusing to provide it in terms of section 16(1) of the Act on the basis that the section 30(c) prejudice to the effective conduct of public affairs, exemption applies. 
By way of explanation, to permit draft documents into a public environment has the potential to misguide and misinform members of the public. Police Scotland are committed to transparency, however, to disclose incomplete documents would hinder that commitment.


2. Retention and Weeding Schedules
Please provide the most recent data retention and weeding schedules in force for the following systems:
Scottish Criminal History System (CHS)
National Crime Recording System (UNIFI)
National Custody Recording System
Command & Control Incident System
Interim Vulnerable Persons Database (IVPD)
Please also indicate whether any of these systems are subject to exemptions from erasure under data protection law or internal policy.
The information requested is publicly available: Record Retention SOP
The information is therefore held by Police Scotland, but I am refusing to provide it in terms of section 16(1) of the Act on the basis that the section 25(1) exemption applies:
“Information which the applicant can reasonably obtain other than by requesting it […] is exempt information”.

3. Officer Training and Governance
Role descriptions, training materials, or competency frameworks for officers or staff responsible for processing Article 17 requests (e.g. Information Assurance Officers).
Any internal procedures governing the review, supervision, or escalation of erasure decisions.
Please find attached, the role profile for the Information Assurance officer role, please see attachment titled Attachment 02.
There is no specific training document that refers to the processing of Article 17 requests, as such section 17 of the Freedom of Information (Scotland) 2002, the information requested is not held.
All Police Scotland roles fall within the Competency Values Framework. Please view the link provided. Competency Values Framework
Any internal procedures governing the review, supervision, or escalation of erasure decisions.
With regard to an escalation process, each case is managed on an individual basis. The legislation directs applicants to the Information Commissioner’s Office. Please find the link below Make a complaint | ICO

4. Audits and Quality Control
Any internal or external audits or assessments (from January 2023 onward) relating to the handling of data subject rights or compliance with Article 17/DPA 2018 obligations.
Any non-compliance findings or subsequent improvement actions recorded.
The Police Service of Scotland Data Protection Audit Report has been provided, please see attachment 03, please note that some personal details have been redacted.
As such, the information sought is held by Police Scotland, but I am refusing to provide it in terms of section 16(1) of the Act on the basis that the exemption set out at section 38(1)(b) of the Act applies - personal data.
Personal data is defined in Article 4 of the General Data Protection Regulation (GDPR) as:
‘Information relating to an identified or identifiable natural person (“data subject”); an identifiable natural person is one who can be identified, directly or indirectly, in particular by reference to an identifier such as a name, an identification number, location data, an online identifier or to one or more factors specific to the physical, physiological, genetic, mental, economic, cultural or social identity of that natural person’.
Section 38(2A) of the Act provides that personal data is exempt from disclosure where disclosure would contravene any of the data protection principles set out at Article 5(1) of the GDPR which states that:
‘Personal data shall be processed lawfully, fairly and in a transparent manner in relation to the data subject’.
Article 6 of the GDPR goes on to state that processing shall be lawful only if certain conditions are met. The only potentially applicable condition is Article 6(1)(f) which states:
‘Processing is necessary for the purposes of the legitimate interests pursued by the controller or by a third party, except where such interests are overridden by the interests or fundamental rights and freedoms of the data subject which require protection of personal data, in particular where the data subject is a child’.
Whilst I accept that you may have a legitimate interest with regards the disclosure of this information, I do not agree that disclosure could be considered necessary in the circumstances.
Notwithstanding, I am further of the view that your interests are overridden by the interests or fundamental rights and freedoms of the data subjects.
On that basis, it is considered that disclosure of the information sought would be unlawful.

5. Erasure Requests – Statistical Overview
For the period from 1 June 2024 to present, or the most recent 12-month period available, please provide:
The total number of Article 17 erasure requests received
The number of requests:
Fully upheld
Partially upheld
Refused
The table below details individual rights request (IRR) figures.  
Please note that requests received can contain single or multiple rights requests regarding the erasure or rectification of an individual’s data, along with a disposal that may be offered as an alternative from what was initially requested. Figures relating to both erasure and rectification have been provided and are not necessarily recorded individually.
	Month/Year
	Request Accepted
	Request Refused
	Partially Accepted

	June 2024
	3
	4
	0

	July 2024
	2
	8
	2

	August 2024
	2
	2
	0

	September 2024
	3
	8
	0

	October 2024
	2
	7
	3

	November 2024
	2
	12
	2

	December 2024
	1
	9
	3

	January 2025
	2
	7
	2

	February 2025
	2
	8
	0

	March 2025
	1
	14
	2

	April 2025
	5
	1
	1

	May 2025
	1
	6
	1

	June 2025 
	0
	16
	2



A breakdown of the systems most commonly involved (e.g. CHS, biometric data, IVPD, UNIFI)
Whilst the name of the source system may be referenced by the individual when submitting their IRR, it is not always known. Therefore, whilst information is identified when an IRR application is investigated the name of the source system will be referenced within correspondence but is not specifically recorded in an easy and retrievable format given an application may cover multiple systems. However, I can confirm the following systems have been associated with IRRs within your timeframe of enquiry:
· Scottish Criminal History System (CHS)
· Police National Computer (PNC)
· Interim Vulnerable Persons Database (IVPD)
· Crime Reporting System (COS UNIFI)
· SCOPE (HR system)
· DNA, Images, Fingerprints
· Scottish Intelligence Database (SID)
· STORM / ASPIRE
· Pentip Fixed Penalty
· Pronto (Electronic Notebook)
· Centurion (Professional Standards solution to record Complaints)
· National Custody

The number of requests that led to complaints, internal reviews, or referrals to the Information Commissioner’s Office
In terms of section 17 of the Act, Police Scotland does not hold the information requested. 
The legislation does not provide for an internal review or referral process when relating directly to article 17 requests. As such, Police Scotland does not hold the information requested. You may wish to direct your request to the Information Commissioner’s office.  

If you require any further assistance, please contact us quoting the reference above.
You can request a review of this response within the next 40 working days by email or by letter (Information Management - FOI, Police Scotland, Clyde Gateway, 2 French Street, Dalmarnock, G40 4EH).  Requests must include the reason for your dissatisfaction.
If you remain dissatisfied following our review response, you can appeal to the Office of the Scottish Information Commissioner (OSIC) within 6 months - online, by email or by letter (OSIC, Kinburn Castle, Doubledykes Road, St Andrews, KY16 9DS).
Following an OSIC appeal, you can appeal to the Court of Session on a point of law only. 
This response will be added to our Disclosure Log in seven days' time.
Every effort has been taken to ensure our response is as accessible as possible. If you require this response to be provided in an alternative format, please let us know.
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